SECURITY REFRESH: PROTECTING
PHASE-CHANGE MEMORY AGAINST
MALICious WEAR Out

AS DYNAMIC RAM SCALING APPROACHES ITS PHYSICAL LIMIT, PHASE-CHANGE

MEMORY IS THE MOST MATURE AND WELL-STUDIED OPTION FOR POTENTIAL DRAM

REPLACEMENT. HOWEVER, MALICIOUS WEAR-QOUT ATTACKS CAN EXPLOIT PCM'S LIMITED

WRITE ENDURANCE. TO ADDRESS THIS, A LOW-COST WEAR-LEVELING SCHEME CAN

DYNAMICALLY RANDOMIZE THE DATA ADDRESSES ACROSS THE ENTIRE ADDRESS SPACE

AND OBFUSCATE THEIR ACTUAL LOCATIONS FROM USERS AND SYSTEM SOFTWARE.

e o000 eGiven the grim prospect of
technology scaling in flash memories and
dynamic RAM (DRAM), designers are
seeking alternative memory technologies to
continue the prophecy of Moore’s law for
memories. Among them, phase-change mem-
ory (PCM) has shown the most promise.

Unfortunately, PCM faces serious chal-
lenges of reliability and usability if we cannot
adequately address its wear-out issues caused
by either malicious attacks or worst-case
accessing scenarios. Essentially, adversaries
can render a PCM device totally useless in
a matter of minutes because it has a faster ac-
cess speed than flash and shorter endurance
than DRAM.

Several recent studies have attempted to
address this issue by either reducing PCM’s
write frequency or using wear-leveling tech-
niques to evenly distribute PCM writes. Al-
though these techniques can extend PCM’s
lifetime under normal operations, most fail
to prevent adversaries from writing malicious
code deliberately designed to wear out and
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fail PCM. For instance, schemes to reduce
write frequency do not prevent an adversary
from intentionally wearing out the target
memory bits due to their deterministic pat-
terns."”” In wear-leveling schemes,>* on the
other hand, a rush of writes to the same loca-
tion can be dispersed to different locations by
changing the physical memory mappings
with an address translation layer. Still, such
prior methods have inherent weaknesses
caused by regular shuffling patterns, coarse-
grained shuffling, and static randomization.
By exploiting these weaknesses, adversaries
can extract the additional translation layer’s
mapping information and focus on attacking
target bits.” Furthermore, if the underlying
operating systems is compromised (such as
via simple buffer overflow), it will let adver-
saries manipulate all processes and easily ex-
ploit side channels, which deduces useful
mapping information and accelerates the
wear out of targeted PCM blocks.

To protect PCM from such malicious
attacks, we propose a low-cost hardware

Published by the IEEE Computer Society

Nak Hee Seong
Georgia Institute
of Technology

Dong Hyuk Woo
Intel Labs

Hsien-Hsin S. Lee
Georgia Institute
of Technology



Top PICKS

[EEE MICRO

MAO| A
MA1| B
MA2| C
MA3| D
(a)

?
RMAO ) — Region
RMA1 ?
Memory
?
RMA2 ? } 4 block
RMA3 ?

| . Security Refresh round |
ble—————————p|«

I
A Security Refresh interval
B i e T e e o b B L D e L 11 o
Awrite~_, , | Vo Vo Vo \ \ \ \ \
YVvYyY VY V V VWV V VVVY v v v v v >
i Bt  tt * * U
BRI S 3= 2 2283 35 L NGE N
D [0 D (0] [0 [0 [0) [0} D [0
T o o o o T o o o a

(b)

Figure 1. Security Refresh overview. This technique includes regions that consist of many
memory blocks (a). Our approach adds the remapped memory address (RMA), and every
memory block in a region is refreshed in a security refresh round (b).

mechanism called Security Refresh. By con-
stantly and dynamically migrating a data
block to different memory locations, Security
Refresh avoids information leak while obfus-
cating the actual data placement from users
and system software. Through dynamic ran-
domization, Security Refresh can circumvent
intentional, malicious attacks with the pres-
ence of a compromised operating system
and prevent potential information from leak-
ing through side channels.

Security Refresh overview

Before explaining our approach, we first
clarify the terminology we use in this article.
To support virtual memory, an operating sys-
tem usually uses page tables to translate a
program’s virtual address into a physical ad-
dress. On the other hand, a memory control-
ler translates the physical address into a
memory address, which consists of rank ID,
bank ID, row address, and column address.

In addition to these two address spaces,
for our Security Refresh technique, we define
one more address space: the refreshed or
remapped memory address (RMA), inside a
PCM bank to dissociate a memory address
from the actual data location (see
Figure 1a). After receiving an address access

command in the memory address from the
memory controller, each PCM bank recalcu-
lates its own internal row and column ad-
dress in RMA. Similar to DRAM refresh,
which prevents charge leaking from a
DRAM cell, the Security Refresh technique
prevents address information leaked from
PCM accesses by dynamically randomizing
mapping between memory addresses and
RMAs. Moreover, rather than refreshing
based on time in DRAM cells, our scheme
refreshes a PCM region based on their
usage—the number of writes. The Security
Refresh controller (SRC) both remaps a mem-
ory address into an RMA and periodically
changes the mapping between these two ad-
dress domains with extremely low-overhead
hardware.

We treat one PCM bank as one region.
As Figure la shows, one region consists of
many memory blocks (for simplicity, we
show only four in the figure). A memory
block should be no smaller than a cache
line to keep address lookup simple. For
every r writes (r = 2 in Figure 1b), the
SRC will refresh a memory block by poten-
tially remapping it to a new PCM location
using a randomly generated key. We call
this number of writes 7, which denotes the
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Figure 2. Example of a security refresh round. Each complete round consists of an initial state (a), first refresh (b), second
refresh (c), third refresh (d), and final state (e). With each security refresh, a current refresh pointer (CRP) register points
to the candidate memory address (MA) to be refreshed (see the shaded boxes).

security refresh interval analogous to
DRAM’s refresh rate. The refresh operations
continue for all memory blocks in each re-
gion. A security refresh round is a complete it-
eration of refreshing every memory block in
a region, which is similar to DRAM’s refresh
period. To begin another security refresh
round, the SRC generates a new random
key and uses it together with the key from
its previous refresh round.

Security Refresh algorithm

We use an example to walk through our
algorithm. Figure 2 depicts an example of
one security refresh round. From Figure 2a
to 2e, we start from an initial state with
eight successive security refreshes for eight
memory blocks within one PCM region. In
each subfigure, the left column shows mem-
ory addresses of these blocks with their data
in capital letters, and the right column
shows the RMAs and the actual data place-
ment in PCM.

Figure 2a shows the initial state in which
all eight RMAs were generated by exclusive-
ORing (XORing) their corresponding
memory addresses with a key kj, where
ko = 4. For example, the memory address
MAO (000) XOR £y (100) is mapped to
RMA4 (100) in the physical PCM. Also
note that Figure 2a has reached the end of
a security refresh round because all the
memory addresses have been refreshed
with 4y. With each security refresh, a cur-
rent refresh pointer (CRP) register points

to the candidate memory address to be
refreshed (see the shaded boxes in Figure 2).
The CRP is incremented after each security
refresh.

Upon the next security refresh (Figure 2b),
a new security refresh round initiates because
CRP has reached the first memory address in
a region. Consequently, a hardware random
number generator will generate a new key
(k£ = 6) in the SRC for refreshing all mem-
ory addresses in the current round. At this
point, MAO is refreshed and remapped
from RMA4 to RMAG. Because the data
(A) of MAO is now moved to RMAG
where the data (C) of MA2 used to be, C
should be evicted from RMAG6 and stored
elsewhere. Interestingly, due to the nature
of XOR, MA2 will actually be mapped to
RMAA4 using the new key (2 & & = 4)—
that is, the RMA of MAO from the previous
round (0 @ ky = 4). This security refresh,
essentially, swaps data between MAOQ and
MA2 in their PCM locations. We call
this the pairwise remapping property
(see the “Pairwise remapping property”
sidebar for more details). The SRC will
be responsible for reading and writing two
memory blocks to physically swap the
data between them.

Similarly, in the next security refresh
(Figure 2¢), data for MA1 and MA3 (a victim
evicted by MA1) in PCM are swapped
between RMA5 and RMA7.

In Figure 2d, CRP points to MA2, which
is supposed to be remapped after its security
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Pairwise remapping property

The pairwise remapping property lets us exchange a pair of memary
blocks with only two keys. For our address remapping, assume that we
use a binary operation & closed on a set S, which satisfies the following
properties for all x, y, and z which are the elements of S, where S'is a
set of possible addresses in a phase-change memory (PCM) region.

e Associative property: (x® y) & z=xD (y & 2.

e Commutative property: X @ y =y & x.

e Self-inverse property: x & x = e, where e is an identity element
so that x @ e = x.

Basically, we find a remapped memory address (4,) for a given mem-
ory address (A,,) by simply performing this binary operation between a
memory address and a randomly generated key (k) of the same
length—that is, A, @ k = A.. We used the notations in this proof
as follows.

e K, is a previous key generated in the previous security refresh
round.

e k. is a current key generated in the current security refresh round.

e A, is a memory address to be refreshed in the current refresh.

e A, is an RMA mapped to A, with k, (A, = A, @ k).

e A, is an RMA mapped to A, with k; (A, = A, & k).
B, is a memory address mapped to A,, with k,, thus to be evicted
by A,

e B, is an RMA mapped to B, with k, (B, = B, @ k).
B, is an RMA mapped to B,, with k; (B;, = B, & k).

According to the associative and self-inverse properties, when A,
newly accupies A,,, By, can be easily detected by performing & between
A, and k, because A, @ k, = (B, & k) & k, = B, More interest-
ingly, the new location (B;,) that B,, should be mapped to with k. is
the old location (A,,) that A, used to be mapped to with , because
Brc = BmEB kr:: (Arc @ kp)@ kc:((AmEB ks)@ kp)@ kc:Am®
ky = A,. In short, we can simultangously map a pair of memory
addresses into their new RMA locations by simply swapping the physical
data of their old PCM blocks. Consequently, the actual swapping oper-
ations in a security refresh round will be done by one-half of all security
refresh operations.

The simplest function that satisfies all three properties is an
exclusive-OR (XOR), although we have proved that any function satisfying
these three properties can be used as the refresh and remapping func-
tion. For this article, we use XOR.
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refresh. However, it has been swapped previ-
ously (Figure 2b) in the current security
refresh round. Thus, we do not swap again
but simply increment the CRP pointer. We
test whether a memory address has already
been swapped in the current round by
exploiting the pairwise remapping property.
We simply XOR the current candidate
memory address with the keys used in the
prior refresh round and the current round.
If the outcome is smaller than CRP, the
memory block has been swapped in the
current round. For instance, in Figure 2d,
we XOR MA2 with 4 (k) and 6 (k1) giving
aresult of 0 2 ® 4 ® 6 = 0). Because
it is smaller than CRP, it indicates
that MA2 has been swapped in the current
refresh round.

We refresh the next five memory blocks
in the same manner. After the eighth secu-
rity refresh in the current round, CRP will
wrap around and reach MAO again, com-
pleting the current security refresh round
(Figure 2e). Upon the next refresh, a
new key 4, will be generated and a new
round starts using #; and 4,. &y will no
longer be needed. For each refresh

round, only the two most recent keys
are needed.

Key selection for address translation

To correctly find the data location in
PCM, we need to translate a given memory
address to its current RMA using the right
key. The most straightforward way to find
the right key is to add one bit in SRC for
each memory address to indicate whether it
must be translated using the key from the
previous refresh round or the current key.
Even though 1-bit per block seems small,
for a 1-Gbyte PCM region with 16-Kbyte
memory blocks, we will need 8 Kbytes (or
216 bits) of extra space. In fact, hardware
overhead for maintaining each block’s trans-
lation information is the main reason why
the table-based approach can’t support fine-
granularity segments.

Fortunately, in our scheme, using the
pairwise remapping property along with the
linearly increasing CRP value property lets
us determine the right key without any
table. In particular, when a memory control-
ler wants to read from or write to a memory
address C,,, we need to use the current key



(k.) in the following two cases; otherwise,
we use the key from the previous refresh
round ().

e If C,, is less than the value of CRP, we
should use the current key (4. because
C,, has already been refreshed in the
current security refresh round.

o IfC, @ k, @ k.is less than the value of
CRP, we should use the current key,
too. Although this is not intuitive,
we want to detect in this condition
whether C,, is a victim that is evicted
when another memory address, D, is
remapped to the old RMA value of
C,—thatis, C,, ® k,. As we explained
earlier, we can reconstruct D,, by simply
performing an XOR operation between
the RMA value and the current key,
which is (C,, © ,) @ k. If we compare
D,, against the value of CRP, we
can detect whether C,, was a victim
that was already remapped when D,,
was remapped.

The two conditions for key selection can
help determine whether a current security re-
fresh will perform a swapping operation to
remap a pair of memory addresses. If CRP
points to a memory address that has been al-
ready remapped to an RMA with the current
key, it means that the memory address has al-
ready been remapped and a swapping opera-
tion isn’t required. In other words, when C,,
is CRP, the first condition (C,, < CRP) is al-
ways false but the second condition
(C,y @ k, @ k. < CRP) can be used for the
decision. If it’s true, a current refresh doesn’t
perform a swapping operation.

Implementing security refresh trade-offs
So far, we've discussed how Security Re-
fresh works and its advantage from the stand-
point of malicious wear out. However, there
are several trade-offs in the PCM design
space. For example, if the total number of
writes required to start a new security refresh
round is larger than the PCM write endur-
ance limit, an adversary could wear out a
PCM block before a new refresh round is
triggered. On the other hand, extra PCM
writes are induced for swapping two blocks
upon remapping. Frequent swaps might

unnecessarily increase the total number of
PCM writes, even for normal applications,
leading to performance degradation. Thus,
we must carefully examine Security Refresh’s
design trade-offs to maximize its robustness
while minimizing the write overheads and
its performance penalty.

To quantify the trade-off, we used simple
analytical models to estimate robustness and
write overhead. From our analysis, we made
the following observations:

o A larger region distributes localized
writes across a larger memory space.

e A large region requires a shorter refresh
interval to increase the frequency of
randomized mapping changes. Other-
wise, if one refresh round is too long,
it might inadvertently leave a mapping
unchanged for too long as well, making
potential side-channel attacks possible.

e A shorter refresh interval will, nonethe-
less, inflict higher write overheads due
to its more frequent swapping, which
can lead to a higher performance

penalty.

Given the first observation, we began by
evaluating a region size as large as a PCM
bank, as Figure 3a illustrates. We didn’t eval-
uate multiple banks in a PCM chip as a re-
gion to let a memory controller exploit
bank-level parallelism for better scheduling.
As our second and third observations ex-
plain, we found that a bank-sized region’s
write overhead was undesirably high in the
one-level scheme in Figure 3a, which moti-
vated us to investigate other enhancements.

Two-level security refresh

To address the issues of write overheads
and performance penalty while still exploit-
ing a large region size, we propose the hierar-
chical, two-level Security Refresh scheme
illustrated in Figure 3b. In lieu of using a
small refresh interval, we broke a region
into multiple, smaller subregions. Each sub-
region contains its own subregion SRC to
perform address remapping itself based on
an inner-level refresh interval. In addition,
we use an outer-level region SRC to distrib-
ute writes across the entire region with its
own refresh interval. The rationale behind
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Figure 3. One-level (a) versus two-level (b) security refresh. We evaluated four ranks, with
four banks per rank. (SRC stands for Security Refresh controller, and IRMA stands for

intermediate remapped memory address.)

our two-level scheme is that, given a refresh
interval, a small subregion effectively triggers
address remapping more frequently because
of a smaller number of memory blocks with-
in each subregion. On the other hand, an
outer-level SRC occasionally remaps a given
memory block’s memory address across
subregions. This additional level effectively
enlarges a region’s size.

We can regard each individual Security
Refresh level as an independent layer. In
other words, each level performs the Security
Refresh algorithm with its own register val-
ues and settings, and the algorithm guaran-
tees the integrity of the address remapping.
Even at the same level, different regions
can have different settings such as their mem-
ory block sizes and refresh intervals, although
they are preset in the manufacturing phase
for their respective maximum lifetime.

Figure 3b depicts a block diagram of the
two-level Security Refresh embedded in a
PCM bank. The two-level Security Refresh

works in a recursive fashion. An outer-level

SRC (a region SRC) accepts a demand mem-
ory request from the memory controller as its
input. The region SRC remaps the demand
request’s memory address to an intermediate
RMA (IRMA). Meanwhile, if the demand
request is a write that triggers a new refresh,
the region SRC performs the demand write
request and then generates a swap operation
that consists of two read requests and two
write requests for two IRMAs. The outer-
level Security Refresh is the size of a bank.
Consequently, every 7, writes to a given
bank (where 7, is the security refresh interval
of the outer-level Security Refresh) trigger
one new refresh operation in the bank. Fur-
thermore, to keep the integrity of its address
remapping, the outer SRC should halt other
requests until the swap is completed. The de-
mand request or the swap requests generated
by the outer SRC are forwarded to their own
corresponding subregions according to a sub-
region index field (Figure 4) in their IRMAs.

On the other hand, each subregion oper-
ates the Security Refresh algorithm witch its
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writes to a given subregion (where 7, is the se-
curity refresh interval of the inner-level sub-
region Security Refresh) trigger one new re-
fresh operation in the subregion. When the
first write request of a swap operation from
the region SRC triggers a subregion refresh,
the outer-level swap operation’s second write
request is performed after the completion of
the inner-level refresh to guarantee the integ-
rity of the address remapping in the subregion.

Figure 4 shows an example of address
remapping from memory address to IRMA
through the outer-level Security Refresh
and that from IRMA to RMA through the
inner-level Security Refresh. In this example,
each 1-Gbyte bank is divided into 512 sub-
regions, and the memory block sizes for
both region and subregion are 256 bytes.
Nine MSBs (most significant bits) from a
row address are used as a subregion index.
In other words, a row in one PCM bank is
virtually mapped to one of 512 subregions.
Basically, in each subregion, the inner-level
SRC will perform Security Refresh opera-
tions. Similarly, the region SRC will perform
the same operation across the entire bank.
The region SRC can swap two memory
blocks that belong to different subregions be-
cause the subregion index is a part of the
XOR operation’s output values. Such swap-
ping between distinct subregions triggered
by region SRC lets us distribute localized
writes across the entire bank without using
a large region at the inner level.

Evaluation

We evaluated the average lifetime of our
two-level Security Refresh scheme by exercis-
ing as many writes as the system could possi-
bly take. We implemented our scheme,
iteratively simulated each configuration,

Figure 4. Two-level Security Refresh within a bank. In this example, each
1-Gbyte bank is divided into 512 subregions, and the memory block sizes
for both region and subregion are 256 bytes. (RMA stands for remapped
memory address, XOR stands for exclusive-OR, and LL$ stands for

last-level cache.)

and calculated the average lifetime under a
pinpoint attack that writes to a single logical
noncacheable address by toggling its data
bits. This attack model has the same effect
with a birthday paradox attack (BPA),°
which could cause wear-leveling schemes
employing randomization with a high prob-
ability to fail.

Figure 5 shows the average lifetime of our
two-level Security Refresh scheme when the
refresh interval of the outer-level Security Re-
fresh is 128. In this evaluation, we use the
same memory block size, 256 bytes, for
both inner and outer levels and assume a
1-Gbyte PCM bank. To study the sensitivity,
we varied the number of subregions and the
inner-level refresh interval.

As Figure 5 shows, we found that the
configuration consisting of 512 subregions
and refreshing memory blocks every eight
writes inside a subregion can sustain for ap-
proximately 78.8 months. This achieves
81.2 percent of the lifetime of the perfect
97.1
months. This average lifetime is pessimistic
because we assume that an attacker can mo-

wear-leveling scheme, which is

nopolize the entire system resources to per-
form a pinpoint attack continuously for
78.8 months, with 11.8 percent write over-
head defined as the number of additional
writes divided by the total number of writes
to PCM. Furthermore, if five years of attack
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Figure 5. Two-level robustness versus subregions. The configuration
consisting of 512 subregions and refreshing memory blocks every eight
writes inside a subregion can sustain for approximately 78.8 months.
The dashed line shows the lifetime of a perfect wear-leveling scheme
(97.1 months).
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endurance is enough for server systems, the
write overhead can be reduced to 2.3 per-
cent by choosing a configuration with 512
subregions and 128 writes for inner-level
refresh interval.

We also evaluated the performance im-
pact using SESC, a cycle accurate simula-
tor, with 26 SPEC2006 benchmark
programs. Similar to previous studies,””
our system used an 8-Mbyte L3 DRAM
cache for hiding PCM’s relatively long
read latency. We modeled a memory con-
troller to exploit bank-level parallelism
and PCM row bulffer hits. In this simula-
tion, we divided each 1-Gbyte bank into
512 subregions and fixed the refresh inter-
val for region SRC to 128 writes. From this
study, we found that the performance of
most of the benchmark programs is barely
affected by our two-level scheme compared
to our baseline without any wear-leveling
technique. In particular, the geometric
means of instructions per cycle (IPC) varia-
tions for the configurations are found to
be —1.2, —0.7, and —0.5 percent when
the inner-level refresh intervals are 32, 64,
and 128 writes, respectively.

Moreover, we also determined that Secu-
rity Refresh’s hardware overhead is very

small. For example, if more than five years
of attack endurance is required, dividing a
512-Mbyte bank into 512 subregions can
satisfy this requirement with around
12 Kbyte of the hardware cost. (See our ear-
lier work for additional detailed trade-offs in

designing Security Refresh.”)
O ur Security Refresh technique is not
only limited to the PCM context, but
can also be applied to any future memory
technology that suffers from limited write
endurance. For instance, the recently dis-
covered memristor, an emerging future non-
volatile memory technology, has a similar
low write endurance problem, so it could
benefit from our technique. In general, the
outcome of this research provides much
insight and an enabling technology to
guarantee the reliability and usability for
emerging memory and storage technologies.
Without such design considerations, these
memories will never be a practical part of the
MICRD

main memory hierarchy.

References

1. S. Cho and H. Lee, ""Flip-N-Write: A Simple
Deterministic Technique to Improve PRAM
Write Performance, Energy and Endur-
ance,"" Proc. IEEE/ACM Int’l Symp. Micro-
architecture, ACM Press, 2009, pp. 347-357.

2. B.-D. Yang et al.,, ""A Low Power Phase-
Change Random Access Memory using a
Data-Comparison Write Scheme,” Proc.
IEEE Int’l Symp. Circuit and Systems, |IEEE
Press, 2007, pp. 3014-3017.

3. M.K. Qureshi et al., ""Enhancing Lifetime
and Security of Phase Change Memories
via Start-Gap Wear Leveling,"” Proc.
IEEE/ACM Int’l Symp. Microarchitecture,
ACM Press, 2009, pp. 14-23.

4. P.Zhouetal., A Durable and Energy Efficient
Main Memory Using Phase Change Memory
Technology,” Proc. Int'l Symp. Computer
Architecture, ACM Press, 2009, pp. 14-23.

5. N.H. Seong, D.H. Woo, and H.-H.S. Lee,
""Security Refresh: Prevent Malicious
Wear-Out and
Phase-Change Memory with Dynamically
Randomized Address Mapping,”" Proc. Int’l
Symp. Computer Architecture, ACM Press,
2010, pp. 383-394.

Increase Durability for



6. M. Klamkin and D. Newman, “‘Extensions
of the Birthday Surprise,” J. Combinatorial
Theory, vol. 3, no. 3, 1967, pp. 279-282.

7. M. Qureshi, V. Srinivasan, and J. Rivers,
"'Scalable High Performance Main Memory
System Using Phase-Change Memory
Technology,”" Proc. Int’l Symp. Computer
Architecture, ACM Press, 2009, pp. 24-33.

Nak Hee Seong is a PhD candidate in
electrical and computer engineering at the
Georgia Institute of Technology. His re-
search interests include emerging memory
technologies, main memory scheduling, and
3D integration. He has an MSE in computer
engineering from the Seoul National
University. Contact him at nhseong@ece.
gatech.edu.

Dong Hyuk Woo is a research scientist at
Intel Labs. His research interests include
heterogeneous computing, 3D integration,

emerging memory technologies, and cloud
computing. He has a PhD in electrical and
computer engineering from the Georgia
Institute of Technology.

Hsien-Hsin S. Lee is an associate professor
in the School of Electrical and Computer
Engineering at the Georgia Institute of
Technology. His research interests include
computer architecture, cyber security, and
3D integration. He has a PhD in computer
science and engineering from the University
of Michigan at Ann Arbor.

Direct questions and comments to Nak
Hee Seong, 4504 Madison Dr., Atlanta, GA
30346; nhseong@ece.gatech.edu.

. Selected CS articles and columns are also
Cn available for free at hitpy//ComputingNozw.

computer.org.

ADVERTISER INFORMATION ¢ JANUARY/FEBRUARY 2011

Advertising Personnel

www.computer.org

Marian Anderson: Sr. Advertising Coordinator, Email: manderson@computer.org
Phone: +1 714 821 8380 | Fax: +1 714 821 4010

Sandy Brown: Sr. Business Development Mgr., Email: sorown@computer.org
Phone: +1 714 821 8380 | Fax: +1 714 821 4010

IEEE Computer Society, 10662 Los Vaqueros Circle, Los Alamitos, CA 90720 USA

Advertising Sales Representatives
Western US/Pacific/Far East: Eric Kincaid

Phone: +1 508 394 4026;
Fax: +1 508 394 4926

Email: e.kincaid@computer.org; Phone: +1 214 673 3742; Fax: +1 888 886 8599

Eastern US/Europe/Middle East: Ann & David Schissler
Email: a.schissler@computer.org, d.schissler@computer.org

Greg Barbash

Advertising Sales Representative (Classified Line/Jobs Board)

Email: g.barbash@computer.org, Phone: +1 914 944 0940

JANUARY/FEBRUARY 2011




<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Dot Gain 20%)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.3
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams false
  /MaxSubsetPct 100
  /Optimize false
  /OPM 1
  /ParseDSCComments true
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo true
  /PreserveFlatness false
  /PreserveHalftoneInfo false
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Apply
  /UCRandBGInfo /Remove
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages false
  /ColorImageMinResolution 300
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages false
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /ColorImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasGrayImages false
  /CropGrayImages false
  /GrayImageMinResolution 300
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages false
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /GrayImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasMonoImages false
  /CropMonoImages false
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 1200
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly true
  /PDFXNoTrimBoxError false
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (U.S. Web Coated \050SWOP\051 v2)
  /PDFXOutputConditionIdentifier (CGATS TR 001)
  /PDFXOutputCondition ()
  /PDFXRegistryName (http://www.color.org)
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
    /CHS <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>
    /CHT <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>
    /DAN <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>
    /DEU <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>
    /ENU (Use these settings to create Adobe PDF documents that are to be checked or must conform to PDF/X-1a:2001, an ISO standard for graphic content exchange.  For more information on creating PDF/X-1a compliant PDF documents, please refer to the Acrobat User Guide.  Created PDF documents can be opened with Acrobat and Adobe Reader 4.0 and later.)
    /ESP <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>
    /FRA <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>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF che devono essere conformi o verificati in base a PDF/X-1a:2001, uno standard ISO per lo scambio di contenuto grafico. Per ulteriori informazioni sulla creazione di documenti PDF compatibili con PDF/X-1a, consultare la Guida dell'utente di Acrobat. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 4.0 e versioni successive.)
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020c791c131d558b294002000410064006f0062006500200050004400460020bb38c11cb2940020d655c778c7740020d544c694d558ba700020adf8b798d53d0020cee8d150d2b8b97c0020ad50d658d558b2940020bc29bc95c5d00020b300d55c002000490053004f0020d45cc900c7780020005000440046002f0058002d00310061003a0032003000300031c7580020addcaca9c5d00020b9dec544c57c0020d569b2c8b2e4002e0020005000440046002f0058002d003100610020d638d65800200050004400460020bb38c11c0020c791c131c5d00020b300d55c0020c790c138d55c0020c815bcf4b2940020004100630072006f0062006100740020c0acc6a90020c124ba85c11cb97c0020cc38c870d558c2edc2dcc624002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200034002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken die moeten worden gecontroleerd of moeten voldoen aan PDF/X-1a:2001, een ISO-standaard voor het uitwisselen van grafische gegevens. Raadpleeg de gebruikershandleiding van Acrobat voor meer informatie over het maken van PDF-documenten die compatibel zijn met PDF/X-1a. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 4.0 en hoger.)
    /NOR <FEFF004200720075006b00200064006900730073006500200069006e006e007300740069006c006c0069006e00670065006e0065002000740069006c002000e50020006f0070007000720065007400740065002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e00740065007200200073006f006d00200073006b0061006c0020006b006f006e00740072006f006c006c0065007200650073002c00200065006c006c0065007200200073006f006d0020006d00e50020007600e6007200650020006b006f006d00700061007400690062006c00650020006d006500640020005000440046002f0058002d00310061003a0032003000300031002c00200065006e002000490053004f002d007300740061006e006400610072006400200066006f007200200075007400760065006b0073006c0069006e00670020006100760020006700720061006600690073006b00200069006e006e0068006f006c0064002e00200048007600690073002000640075002000760069006c0020006800610020006d0065007200200069006e0066006f0072006d00610073006a006f006e0020006f006d002000680076006f007200640061006e0020006400750020006f007000700072006500740074006500720020005000440046002f0058002d00310061002d006b006f006d00700061007400690062006c00650020005000440046002d0064006f006b0075006d0065006e007400650072002c0020007300650020006200720075006b00650072006800e5006e00640062006f006b0065006e00200066006f00720020004100630072006f006200610074002e0020005000440046002d0064006f006b0075006d0065006e00740065006e00650020006b0061006e002000e50070006e00650073002000690020004100630072006f00620061007400200065006c006c00650072002000410064006f00620065002000520065006100640065007200200034002e003000200065006c006c00650072002000730065006e006500720065002e>
    /PTB <FEFF005500740069006c0069007a006500200065007300730061007300200063006f006e00660069006700750072006100e700f50065007300200064006500200066006f0072006d00610020006100200063007200690061007200200064006f00630075006d0065006e0074006f0073002000410064006f00620065002000500044004600200063006100700061007a0065007300200064006500200073006500720065006d0020007600650072006900660069006300610064006f00730020006f0075002000710075006500200064006500760065006d00200065007300740061007200200065006d00200063006f006e0066006f0072006d0069006400610064006500200063006f006d0020006f0020005000440046002f0058002d00310061003a0032003000300031002c00200075006d0020007000610064007200e3006f002000640061002000490053004f002000700061007200610020006f00200069006e007400650072006300e2006d00620069006f00200064006500200063006f006e0074006500fa0064006f00200067007200e1006600690063006f002e002000500061007200610020006f00620074006500720020006d00610069007300200069006e0066006f0072006d006100e700f50065007300200073006f00620072006500200063006f006d006f00200063007200690061007200200064006f00630075006d0065006e0074006f0073002000500044004600200063006f006d00700061007400ed007600650069007300200063006f006d0020006f0020005000440046002f0058002d00310061002c00200063006f006e00730075006c007400650020006f0020004700750069006100200064006f002000750073007500e100720069006f00200064006f0020004100630072006f006200610074002e0020004f007300200064006f00630075006d0065006e0074006f00730020005000440046002000630072006900610064006f007300200070006f00640065006d0020007300650072002000610062006500720074006f007300200063006f006d0020006f0020004100630072006f006200610074002000650020006f002000410064006f00620065002000520065006100640065007200200034002e0030002000650020007600650072007300f50065007300200070006f00730074006500720069006f007200650073002e>
    /SUO <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>
    /SVE <FEFF0041006e007600e4006e00640020006400650020006800e4007200200069006e0073007400e4006c006c006e0069006e006700610072006e00610020006f006d002000640075002000760069006c006c00200073006b006100700061002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e007400200073006f006d00200073006b00610020006b006f006e00740072006f006c006c006500720061007300200065006c006c0065007200200073006f006d0020006d00e50073007400650020006d006f0074007300760061007200610020005000440046002f0058002d00310061003a0032003000300031002c00200065006e002000490053004f002d007300740061006e00640061007200640020006600f6007200200075007400620079007400650020006100760020006700720061006600690073006b007400200069006e006e0065006800e5006c006c002e00200020004d0065007200200069006e0066006f0072006d006100740069006f006e0020006f006d00200068007500720020006d0061006e00200073006b00610070006100720020005000440046002f0058002d00310061002d006b006f006d00700061007400690062006c00610020005000440046002d0064006f006b0075006d0065006e0074002000660069006e006e00730020006900200061006e007600e4006e00640061007200680061006e00640062006f006b0065006e002000740069006c006c0020004100630072006f006200610074002e002000200053006b006100700061006400650020005000440046002d0064006f006b0075006d0065006e00740020006b0061006e002000f600700070006e00610073002000690020004100630072006f0062006100740020006f00630068002000410064006f00620065002000520065006100640065007200200034002e00300020006f00630068002000730065006e006100720065002e>
  >>
  /Namespace [
    (Adobe)
    (Common)
    (1.0)
  ]
  /OtherNamespaces [
    <<
      /AsReaderSpreads false
      /CropImagesToFrames true
      /ErrorControl /WarnAndContinue
      /FlattenerIgnoreSpreadOverrides false
      /IncludeGuidesGrids false
      /IncludeNonPrinting false
      /IncludeSlug false
      /Namespace [
        (Adobe)
        (InDesign)
        (4.0)
      ]
      /OmitPlacedBitmaps false
      /OmitPlacedEPS false
      /OmitPlacedPDF false
      /SimulateOverprint /Legacy
    >>
    <<
      /AddBleedMarks true
      /AddColorBars false
      /AddCropMarks true
      /AddPageInfo true
      /AddRegMarks false
      /BleedOffset [
        9
        9
        9
        9
      ]
      /ConvertColors /NoConversion
      /DestinationProfileName ()
      /DestinationProfileSelector /DocumentCMYK
      /Downsample16BitImages true
      /FlattenerPreset <<
        /ClipComplexRegions true
        /ConvertStrokesToOutlines false
        /ConvertTextToOutlines false
        /GradientResolution 300
        /LineArtTextResolution 1200
        /PresetName ([High Resolution])
        /PresetSelector /HighResolution
        /RasterVectorBalance 1
      >>
      /FormElements false
      /GenerateStructure false
      /IncludeBookmarks false
      /IncludeHyperlinks false
      /IncludeInteractive false
      /IncludeLayers false
      /IncludeProfiles false
      /MarksOffset 12.002400
      /MarksWeight 0.250000
      /MultimediaHandling /UseObjectSettings
      /Namespace [
        (Adobe)
        (CreativeSuite)
        (2.0)
      ]
      /PDFXOutputIntentProfileSelector /DocumentCMYK
      /PageMarksFile /RomanDefault
      /PreserveEditing true
      /UntaggedCMYKHandling /LeaveUntagged
      /UntaggedRGBHandling /UseDocumentProfile
      /UseDocumentBleed false
    >>
    <<
      /AllowImageBreaks true
      /AllowTableBreaks true
      /ExpandPage false
      /HonorBaseURL true
      /HonorRolloverEffect false
      /IgnoreHTMLPageBreaks false
      /IncludeHeaderFooter false
      /MarginOffset [
        0
        0
        0
        0
      ]
      /MetadataAuthor ()
      /MetadataKeywords ()
      /MetadataSubject ()
      /MetadataTitle ()
      /MetricPageSize [
        0
        0
      ]
      /MetricUnit /inch
      /MobileCompatible 0
      /Namespace [
        (Adobe)
        (GoLive)
        (8.0)
      ]
      /OpenZoomToHTMLFontSize false
      /PageOrientation /Portrait
      /RemoveBackground false
      /ShrinkContent true
      /TreatColorsAs /MainMonitorColors
      /UseEmbeddedProfiles false
      /UseHTMLTitleAsMetadata true
    >>
  ]
>> setdistillerparams
<<
  /HWResolution [2400 2400]
  /PageSize [612.000 792.000]
>> setpagedevice


